















































27.

28.

29.

A health worker or any health care provider that has access to the health records of a user
may disclose such personal information to any other person, health care provider or health
establishment as is necessary for any legitimate purpose within the ordinary course and
scope of his or her duties where such access or disclosure is in the interest of the user.

(1) A health care provider may examine a user’s health records for the purposes of:-

(a) treatment with the authorisation of the user; and

(b) study, teaching or research with the authorisation of the user, head of the health
establishment concerned and the relevant health research ethics committee.

(2) If the study, teaching or research under subsection (1)(b) of this section reflects or
obtains no information as to the identity of the user concerned, it is not necessary to obtain
the authorisations contemplated in that subsection.

(1) The person in charge of a health establishment who is in possession of a user’s health
records shall set up control measures to prevent unauthorised access to those records and to
the storage facility in which, or system by which, records are kept.

(2) Any person who—

(a) fails to perform a duty imposed on them under subsection (1); '

(b) falsifies any record by adding to or deleting or changing any information contained in that
record;

(c) creates, changes or destroys a record without authority to do so;

(d) fails to create or change a record when properly required to do so;

(e) provides false information with the intent that it be included in a record;
(f) without authority, copies any part of a record;

(g) without authority, connects the personal identification elements of a user’s record with
any element of that record that concerns the user’s condition, treatment or history;

(h) gains unauthorised access to a record or record-keeping system, including intercepting
information being transmitted from one person, or one part of a record-keeping system, to
another;

(i) without authority, connects any part of a computer or other electronic system on which
records are kept to— ‘

(i) any other computer or other electronic system; or

(ii) any terminal or other installation connected to or forming part of any other computer or
other electronic system; or
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